


 

Page 2 of 2 Policy 712-Security of Records Information Issue/Rev.: R 06-26-2012

prospective administrative adjudication or civil litigation, or reveal the identity of a confidential source or 
undercover agent. 

E.  Records of emergency or security information or procedures of the Police Department; any plans, drawings, 
specifications or related information for any building/facility which is used for purposes which require security 
measures in or around the building/facility; or any building/facility which is used for communications, if 
disclosure would jeopardize security of the Department. 

 
F.  Correspondence between the Police Department and a private individual, other than correspondence which is 

intended to give notice to an action, policy or determination relating to a regulatory, supervisory or enforcement 
responsibility of the Department; or which is widely distributed to the Department and is not specifically in 
response to communications from such a private individual. 

 
G.  Records pertaining to employer-employee negotiations, if disclosure would reveal information discussed in a 

lawful executive session under K.S.A. 75-4319 and amendments thereto. 
 

H.  Police Department records containing information of a personal nature, where the public disclosure thereof would 
constitute a clearly unwarranted invasion of personal privacy.  K.S.A. 45-221(a)(30). A.G. Opins. No. 92-149 
(victim of sex offense); 99-55, 98-38, 87-25 (social security number). 

 
712.11     The Records Bureau Commander shall designate the National Crime Information Center (NCIC) agency administrator  
    and Terminal Agency Coordinator (TAC) and Local Agency Security Officer (LASO) for the Wichita Police 

Department. 
 
712.12     Each WPD employee, trained and certified in NCIC, accessing MVD, NCIC, III or CJIS will complete and sign the  
    SecurID Token Receipt Form Employee Awareness Statement.  This form includes the user’s responsibilities, system 

security, and care for the token. 
 
712.13 The KCJIS Web Portal may be accessed remotely by approved department members. This information will be used  
 only for criminal justice purposes. When accessing the KCJIS Web Portal from a remote terminal location, after each   

session of remote access, the user shall delete the cache files to prevent the possibility of residual KCJIS data remaining 
on the devices. Disciplinary action per 5.108 D or other WPD regulation will be taken should there be misuse of the 
system. 

 
 




